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On the Self-Dual Structure in Linear Secret Sharing
Lin Qun
Institute of Mathematics and Statistics, Hanshan Normal University, Chaozhou, Guangdong 521041

Abstract : Linear secret sharing schemes (LSSS) are a fundamental cornerstone of modern cryptography,
underpinning secure multi-party computation and cryptography protocols. This paper aims to
systematically construct a theoretical framework for LSSS based on linear codes. First, we formalize LSSS
and elaborates on the algorithmic processes for share generation and secret reconstruction. Second,
we clarifies the theoretical foundations of linear codes, emphasizing the central role of generator and
parity—check matrices. The contribution of this work lies in exploring the mathematical properties of self—
dual codes and validating them through a concrete example over the binary field. Owing to their inherent
symmetry and elegant structure, self-dual codes provide a theoretical tool for constructing efficient and
secure LSSS, holding significant application value in information security and the related fields.
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